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B.Tech.

Fifth Semester Examination
Computer Networks (IT-305F)

). 1. {a) Which OS] laver performs the following functions :

iy Converting digital baits into electrical signals and o define voltages and data rates for
LIS s S bl

(i} Providing remote login to netwark users.

{iii} Routing

{iv) Compression and decompression of data.

Ans. (i) Phivsical laver converls digatal bits tnto the electrical signals. Iakso decides thie voina,
fi b assivnvd wovanoas dala levels,

(i) Application layer provides remote login via TELNET.

(i) setwork laver performs ating,

{iv) Presentation layver deals wih compression and decompression.

€. LBy What is the number of cable links required for o devices connected in Mesh, Ring.
Star and Bus topologies?

tns. Ao mesh wpolosy cach device 15 connecied to every other device e the nerwork wsine
dudicated links, Thus, Lot n devices in Mesh Topology we require uiin - 1)/ 2connections cable links i
1§uis Iur:ull:lg_\. Ring Tepology and Star Topology we requere only n cables o connvel # devices
e e dnere ] devaces ate not L'IJI'II'II_'.E.‘I;"I.I toevery ather device insiead has pomt-to-pomtdedwcanesd ok
foestic obine device,

L L (ch What is the baud rate of a 3Mbps LEEE 8023 CSMACD LAN?Y

Ase Baad rawe = 2% Bl rae
Here, Bt rate = A8 ps
=S 10" b
Lot rate 2SENT hps
S s 1 rauds per seconds

Q. Lo qd) I the address of a system is 221,.46.75.04. Find network id, host id and class of
nerwark and wetwork address.

Ans, TP Address is 221.46. 7564 1 This s a class C address. Range of class Cis 192 10 223 in firs)
bvte et fand sidey In class O the lelimost three bytes are reserved for set id and g htmost ome bvre 1

Setad s 22 A6, T3

Magst =) 1. {1-
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Merwork address - 221.46.75.0

221,46, 7564

A i
et id Host id

. 1. (e} Identifv the protocols used for following :

(i} Cunnection oriented communication

(i} Glubal Addressing

{iii) File transfer in connection oriented methodology

{iv) Mapplng logical address to physical address

Ans, (i) Connection Oriented Communication—TCP (Transmission Control Protocoi)

(ii) Global Addressing—IP {Internet Protocol)

{iii} File Transfer in Communication Oriented Methodology—FTP (File Transfer Protocol)

{iv) Mapping Logical Address to Physical Address—ARP (Addiess Resolunon Prowcols,

Q. 1,40 What are the advantages of IMAP4 over POP3 mail access protocol?

Ans, Advantages of IMAPS over POP) zre as follows ¢

111 & user can cheek email header prior to downloading.

i) A user con seéarch the contents of the email for a specific string of characters prives
downloading.

ting A wser can pardally download email. This is especially useful if bandwidth is limited and the
cmath comtains muitimedia with high bandwidih requirements,

fiv] oA user can create, delete, or rename maitboxes on the mail ser er.
(v A user can create a hierarchy of mailboxes in a folder for email storage.
Q. 1. {g) Write u short note on CSMA channel access technique.

Ans, UxMA stands for carmer sense multiple access which 1s 2 random channel method, CSMA
ceguires that each station Hirst hsien 1w the medium (te check whether the channel s free or idle) befoie
sending. CSMA can reduce the possibility of colliston, but it cannot eliminate it. CSMA can be divided

RO M sul COlemorees

Busy

Channel'”

Sration Can transmit

Fig. 1-Persistent
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Q. L. (h) Explain in short about DO,

Ans, DODBE swands for Distributed Quewe Dual Bus, 1 consist of two unidirectional cables ihises
o e ull computers are connected, Bach bus has a device which miuares the iransmiss oo tpolicy
aenvaty called as head-end. Traffic that s destined for a computer 1o the nghe of the sender wses e
upper bus angd poothe lern gses lower bus,

Bk A Direction of data {low on bus A
Lim

!_"'il"r_ = "(jj r — "."'r__‘
(R (SIS TR B ¥

M E &

P

10

*_-__ .
Dircetion of data flow on bus B Bus 3

Q. 1o i) What is VLAN?

Ans. A oviriual LAN can be delined as o local area network designed/configured by a sofiware amd
tot by phivsical wiringe, VEAN divides a LAN o togical, instead of physical segmients. VAN create
broadeast donuins. The siations ima VAN conunumicate with one another as thonst thes befongeo oo
physical segment, In VEANS stations can be grouped using port number MAC addresses, 12 addresses
I nwiliicuast addresses,
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. 1. (j) Deline Proxy Servers.

Ans. T T supports proxy servers. A prowy server is @ comnputer thet keeps copies of responses
recent Feguests. The TETTE chent sends a reguest o the proxy server. The proxy server then checks s
cache If the responsc is not stored in the cache, the proxy server sends the reguest to the corresponding
server, In coming responses are send to the proxy server and stored for {uture requests from other clients.

Section—{A)
(). 2. (a) Explain the tollowing topologies with their advantages and disadvantages ;
(et star Lopelogy -
(i1 Mush Topology
Ans. (i) Star Topology @ In star topoiogy. each device has a dedicated pomnt-tu-pomt ok snbsy
central controlicr, usuatly called as hub. The devices here are not directly linked 10 one another. This. to

comnect g devices i star topology, o reguires o cables, The controller acts as an exchange: iFone devicy
wants to send data 1o another, it sends the data to the controtler, which then relays the duta o ol

Jomnes el devices.
[Mevige 5

(o
!
r

Frt e |

---.-_-_-4\ /

i e fleviee it
hub

-

F (BN TR ,‘-.lf

P ———

! s ice 2

|

Advantages 40} Less expensive than mesh topelogy as i requires less cabling. Phus, cas
aisfadl 2ond reconfigure. Addition and deletions of devices is easy so. becomes more scalable.

vt 1 s robust network. 15 one link (aels ooly that ek s affected. other Hnks remain ncuve. Fach
sdentitivation and 1selamon s casy

Bisadvantages : (1) Bigeest disadvamage s dependence of whole petwork on cennal
cotttraller iube 1F the bub goes down. whole network goes down,

(i Mesh Lopology I mesh topobeey, evers device bae o dedicated spathy porm-t-pomt bk o
vt h vhihet des e Dkt 0 there are o desecs o be coniteeted 1 mesd bapradugey o roduii s i
vables, lnmesh topology duplex mode Links are psed. Practical application con be seen in connection ol
telephone regional otfices

Advantages @ 10) The use of dedicated links guarantees that each connection can carey is own
data. thus eliminating vaffic problems,

o Muesh wopaloey 15 robust, 11 one link becomes unuseble, it does not incapacitate the enie
Sy
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(i} Mesh wopology guarantees privacy and security.

Device 3

Diewice 3k

Device 3
e ]

Irisadvantages : (1) Major disadvantage of mesh topology 15 related to vast ancane ot carbing
reepiiired and number of 1O ports
tinn Also, the hurdware reguived to connect each link 1O ports and cables can he prolubicely

PRPCAN YL
. 2. by Draw hivbrid topolegy with a Star backbone and three bus neiworks,

Ans. Hybrid topology 1s nothing but a combination of two or more topologies. Here the bvbrd
topology consist of Star as man topology with each branch consisting on several station contected in

ks topaloey

Dirop lines

[0y M” r'
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!"""’. Dhevice Y I
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-
o
=
-
A
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evive HiF g

——
€. 2. (e} I the Irequency spectrum of a signal has a bandwidth of 1000 Hz with the biglest
frequency of R00Hz. Then. according to Nvquist theorem what should be the sampling rare?
Ans. Accordmg o Nyquist theorem, sampling rate is twice the highes: frequency
o Sampline rate =2*Freg. =2* 800 = 60U
3. 3. Draw O%] Reference Maodel and explain the functions of dilferent layers. Also mention
the protocols required at lavers. Give similarities and differences to TCP/IF Muodel,
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Ans. OS] Reference Model @

Sender Receiver

= |

T+0 interface T-b inferface
6 | Prescntation | 6

-5 inierface =5 inEertace
Seszon

54 interface S=4 ynterface

4-1 interface 4-3 interioce

3-X imterface
Diuta link 2

2-1 interface
Physical

3-2 mterlace

2.1 interface

Physical layer

Phvsical media

{i) Physical Laver : (i) Physical layer is concermed with various charactenistics of the
transnussion medium or physical medium used.
turd It defines the encoding of how bits (0's and i's) are changed to electrical or optical signals

{1ii) Physical layer decides what topology should be used. Decides on whether connection should
he point to point or multipoint. }t also decides what should be the communication mode—simplex. half
duplex or full duplexs.

(i) Data Link Layer ; (1) Lyata link layer performs framuing-dividing continuous bit stream it
data chunks called frames,

i1} [t performs physical addressing—MAC addresses.

{21) Dana link layer takes care of error control and error detection and correction,

{1v) It performs flow control and checks sender should send the data at which receiver is ready to
accept al.

{v) Data link layer performs access control. When two or more devices want to send data a1 same
ume. data hink layer should decide on which device should the channel be given access to.

Prowncols Used : CSMA, Aloha. CSMA/CD. CSMA/CA,

{iif) Network Laver : (i) Network layer performs logical, global addressing-1P addressing.

{11 It performs routing which decides on which route: path data packets should follow inorder ta
reach the desimation,

Protoecol Used : IP {Internet Protocol), ICMP,
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Service Access Points : ARP, RARP.

({iv) Transport Laver : (i) Transport layer 15 responsible for end to end process delivery. This
means data should reach a particular host and that too a particular process,

(ii) It performs segmentation and reassembly of messages.

{ni} It decides whether connection established should be connection oriented or connectionless,

{1v) It performs congestion control, multiplexing and demultiplexing.

Protocol Used ¢ TCP {Transmission Control Protocol)

(%) Session Laver ; (1) Session laver performs dialeg control, allows 1o =vstem weciner
dialog.

{111 It allows a process 1o add checkpoints, or synchronization pomnts, 1o a stream of data.

Protocol Used : RPC (Remore Procedure Call)

(vi} Presentation Layer : (i} It performs compression and decompression.

{ii) It also deals with encoding and deceding of data.

Protocols Used : MPEG, JPEG, Kerberos, MAC.

(vii) Application Layer :

(i} Application layer provides a network virtual terminal, which allows & user to log on 1o a remuone
host,

(1} File transter. access and management,

it Mailing services

(v} Darectory services

Protecols Used : FTP (File Transfer Protocol), TELNET (Terminal Network), DNS | Domain
Same svstemy HUTP tHyvper Text Transfer Protocol). POPY (Post Oifice Protocels, DH P 0o
Hust Configuranon Prowocol), BOOTE.

Similarities Between O51 and TCP/IP ;

vif Lo both the models layers have roughly same funcuonality,

{ii} Both models use same concept of layered architecture.

(it} The transport layers and layer below it provide transport services independent of nerworks.

v ) I both the models, the lavers above transport laver are apphicanion arenied

Differences Between O51 and TCPAP Model :

11} TCP [P model didnot originally distinguish clearly between services, interface and protocols,
bun (51 model makes a elear distingustion between the three.

{1} OS] reference medel was devised before the corresponding protocols were devised, whereas
TCP/IP protocols were in place first and then came the layers.
{1i) 051 mode] supports both connection oriented and connectionless communication in network

layer. but only connection oriented in transport layer. Whereas, TCP/IP supports connectionless in
setwatk laver and bath the modes at ransport layer,
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{iv) 051 model has seven layers—Physical, Data Link, Network, Transport, Session, Presentation
and Application TCP/IP has four layers—Host-to-network, Internet, Transport and Application layer.

- Section—(B)
Q. 4. {a) Compare and contrast TCP and UDP. Alse draw headers of both.

Ans.

TCP (Transmission Control Protocaol)

UDP (User Datagram Protocol)

[RE

{1l

{1}

IV

vy

Transmussion control protocol is a connection
oriented methodology, Here, a connection is
gstablished via three way handshake before
the data 15 exchanged,

TP is a reliable protocol as it consist of flow
Feopiral o control, acknowledgement and
| sequence nmamher mechanism.

TCP s a protocol where data is sent in form of
astream of bytes,

PP s slower than UDP as it waus for
[ acknowledgement betore sending data.

Applications : FTP (File Transfer Protocol),
I3NS ( Domain Name System).

User daragram protocol is a connectionless
approach. The data is exchanged without setting
up a prior connection establishmem.

UDP is an unreliable protocol. Thoush L
perfonms the error contred using clieeksuin bt o
has limited functionality having mo Sow contood
no acknowledgements and no sequence numbe
mechanism.

UDP sends data i small packers or datazranm

UDP is simple protocol with minimum oy erhead
and 15 very fast as it doesnol wail e
acknowledgement and sends data i forn o
small messages called datagramis.

Applications : TFTP (Trival
Protocol) SNMP, RIP.

File Transter

IO P Hewder @

[ Header [

Druta !

> o
pd

‘""\_\_

—

-“\“"'N.,__

I Sowrce port no. 16 hits

Pestnation pon address i

bia bits

Sequence number 32 bits

Acknow ledgement number 12 bits

i b o] U A[TTRISTE
e | HARICISISIYLL b Window size 16 bits
Mt e AGIRIITIN N

Checksam 16 bits

I
Urntent ponter 1h bals

Crptions and pwidmg
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1 D Header ¢

% bytes

] Header —]_Da!a J

Sowrce port number | Destination port nuntber
[ fy buts L bt
I
Total length 16 bils Checksum 16 s [

Q). 4. () Define the functions of fellowing protocols in a single line :

(i) ARP i) RARP (iii) SMTP

(iv) FTF (v) 1CMP

Ans. (i) AHP (Address Hesolution Protocol) : ARP s used for mapping logical address w
privarcul address, Phus, ila system knows [P address and wants o find physical MAC address AR 1.
sl y

tii) RARP {Reverse Address Resolution Protocol) : RARP 1s used 1o map physical addiess 1o
iopical address. Thus. RARP helps w find 1P address 1f MAC address imprinted on NIC (Nerwoerk
{interface Card) s known,

Liii) SMTP (Simple Main Transfer Protocol) : SMTP is a push protocol which 1s used o send a
mail through meernet. It 15 used two tmes, once between sender and sender's mail server and then
berween sender and receiver’s main server.

{ivd FTPE {File Transfer Protocol) : FTP 15 a standard mechamsm provided by TCPAP oy
capvine a file rem one systenvhost to another. It uses services of TOP and requires two coniections v
through port 21 -comrol connection and other through port 26-dats connection

iv) ICMP {Internet Control Message Protocol) : 1P protocol locks 2 mechanism for aost wnd
munagement gueries. 1P also has no error repornng and correctinge mechanisms, Thus, TCMP has neen
desioned to accompany [P and avoid these two problems.

1CMP has : (1) Error reporting messages

Fred Chery messpees

). 4. 00y A class C network has [ address of a host as 198.123.40.237. Four subnetworks are
allowed Tor this network. What is the subnet mask. number of host per subnet and subnet sdideess?

Ans. Class O network has defawnlt subnet mask

5%, 255 .25% 4
——
Metid Tt aed

Goww e e form 4 subaets, we need to borrew 2 bits frons host wd Cmoving o ledt o ighiy
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p . 2 bits for subnet
Subnet mask !I]1]]]]I.1'I.HHH.llll'llll.uﬂmﬂﬂﬂ
2 hits borrowed for subnet

2352585255192 Ans.
“o. of host per subnet =21-2
Where s no o host bits
=1"=I=pd—-1=01 Ans.
Subnet Address < Destination address®subnetl mask
198 , 123 46237

Destination address = 11000110 01111011 . 00101110 11101001
sutnel sk LTI LRI el DR RLNLE o 1 DO

+ Anding
Subnet address e 11000110 . OLLEIO1] . 00101110 . 11000000

198 . 123 .46 . 192 Auns.
(). 5. (a) Perform the subnetting of the following 1P address 160.111.X.X.
Originul subnet mask : 255.255.0.0
Sumber of subnets six (6)
Aas, P address 160,111 % X is of class B
oo Orgnal subnet mask - 255.255.0.0
We require 6 subnets 2° > 6= 876 This indicates we need to barrow 3 bits from host id to design
subnets
Subnet Mask PRRRRRUT =000 0000 1 E 100000 - 00000000
255 . 255 24 -0

- &

Tonetd 0 lesd
O subnets will be from OO0 1o 001,

Ist Submet : “H00"

ldenniticanon Address : 168 - 111 -0 -0

t All host id buts are O [60 - 111 - 10001 00000 - 00000000
* Ml wld > Sedwnel i Hosi wl ¥

First host address ¢ 160-111-0-1

1Set Jast bit ol hostid as 1) 160 . 111 . 1000100060 . 0000001

A¥ i i e
Sl bl R

Last host address 160-111-31-254
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Setall bits 1" leaving

prehrmost has 17 host o .

Testro 111

31254

-F—h—l-_—‘
Mt id ! Hast id
Subnet

164)

Broadcastnyg
Set all host id bies as 1

2nd Submet : "001"

ldentification Address - 164 -
Hust Address 16
Broadcasting Address : 160 -
3rd Subnet : "O10"

ldentification Address : 160 -
Haost Addresses 161
Brogdeastung Address - 160

dth subwer : 011"

Subnet [dentification Address -
Host Addresses ;
Broadeastiing Address ¢
Sth Subnern : 100"

subnet Identlication I l) -
Huost Addresses - 1641 -
Broadeasting Address 160
6th Subnet : 101"

Subnet Idenuficauon : 160
Host Addresses : 160 -
Broadcasting Address : 160

il

11
Il
i1

1]

111
Lrt-
-192.255

L R R R R RR R R LT

160111 -31-255

32-0

2.1t o011 0l 254

255

<04 -0
-
95255

d-Ttolon-111-95.254

160-111-96-0
160-111-96-1to 160-111-254
160 111-127 253

128 -0
111
10

1281 1o 1601111502354
159255

<160 -0

1601 to 160-111-191-254

Q. 5. (b) Differentiate hetween [Pvd and [Pvé. Also draw the header of 1Pvd,
Ans. Following are the compansons between IPvd and 1Py

t1h The header length field 15 eliminated in IPv6 because the length of the header 15 fixed wn this

VOTSRI,
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pond e service type feetaas chmunared i IPvo. The proionity and fabe) Helds wogether Gk gven i
function of the service type frebd,

tine) Tonal leneth field is eliminated i 1PvE and replaced by the pavioad length Hicld,

tivi T he wentticaton, Nage. and offset fields are eliminated from base neader i [Pvh. Thew are
included i the fragmentation extension beader.

ivi The TTL field is called hop limit m [PvG,

ivih The pravocol Neld is replaced by the next header field

(vid The header checksum s eliminated because the checksum s provided by upper aver
rrotovols, it 18 therofore not needed at s level

tvasey The opuons field m IPv4 are implemented as extension headers in [Pvh.

I1Pv4 Header §
M-63.536 byies

20-61) byles

I Header r Drata [

\

""-..._‘___H‘_

YER | HLEN| Service Total lengih
dbats | 4 birs | 8 bits 10 bats
ldenufication Flags | Fragmentation
16 bits I bus | offset (13 bits)
Time to live] Protocol Header checksum
K hirs & bits i6 bis
source 1 address |
Destination 1P address
Options
4 32 hits -
Section—{C)

Q). b, (a) Discuss and state the differences between pure and slotted Aloha. Adso derive the
efficiency of hoth pure and slotted Aloha. State the Binary Exponential Algorithm used here.

Aus. Pure Aloha @ Pure aloha is random channel aceess protocol. Here the simple idea works,
where a station sends a {rame whepever it has a frame to send. But as all the devices access same channel,
there are igh chances of collision. All the devices are accessing same station and has no priority on basis

of which channel could be allocated to them.
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K is the o

Siart k=0 | oramempes

.I ¥

- T 1

Wt for T thme : i

: ke Semd tne Bt |

V< RO or Bl J |

3

= | L B

{ hoose o random n 1 ;F L
RODsE o T L a x -

; Wt tar 2=7T,, e ]

hetween U 2R 1 ' RN |

L 4 |- _t

]
Binan 15 k ﬁlh\
Ty BT dpemain

ig CECING

[ Sugeess )

£, = Average transmission tine for {rame
T, - Maximum propagation time
Binary Exponential Backolf : It is the process to find Ty time. also called as backo T tme  This
nme £y s the wme device bas o wait once the acknow ledpement 1 por sevesved Tor sunmn duta soned
fscaits collision has occured)
i _"I:".Irl: U]-llh' —'H“'}“
Fiere. & s any randonm mamber betwesn O fo =L |
ko1s no, of attempts made o send data

I 1% maximum propagation tme required

F. 1saverage frame transimission time.

Vulnerable time in pure aloha 15 twice the frame transmisswon time because the collision can oecur
with prevous or upconung frame. Vulnerable nme s the tme where chances of coliision are gl

;g o bind Begin Lind

I ST | [ 'e o !

| | s trumwe ) C's frame |

: i i

i [} i

: [ A's frame |

i Begn il

1] ] 1

i L — S RTIT
-7 ! LA E

Yilnerahle e

Adldeviees has equal sized frame.

Viglewerahle tinee =+ Trr -+ ?‘h =T,
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Lising Poission distribution :

K
LK o L

b —+Frame penerared during a given frame time

(7 = Mean frames/frame time

a.ﬂr-rﬂ
PIR zil}na—ﬂ-!-—- =g

Vs

Vulnerable period = 2w Frame transnussion time
=27

M, Py =v i

Iirsughput =85 =0GF, =Ce 2L

Maximum throughput & =0184 when {;Eé

Slotted Aloha : Here, we divide the time into slots of T 2 and force the stations to send the daa

oinlv at beginning of tune slot. 1f a station misses the beginning of a slot at a moment then itmust wait for
TR § slurt 1 h{.‘l_._:l:l].

Thus. vulnerable nme = T;,
Vulnerable ume =t+T, -1=T,

L j s frame !

I i
: i A's frame I

| Csframe

ro Ty 1 1= T, -
A —
Vulnerable period
Lo Ghe
Pk 1= r Using Pousson disinibution
As vulnerable peniod =T, S0 remanms as o
-G

T e
0

[ roughput, 3 =UP, =0e™

Maximum throughput N ey = D368 Where (7 =1
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Pure Aloha Slotted Aloha

i) |in pure aloha there are no time slots and | In slowed aloha devices or stations can send the
stations can send the data when these stations | data only at beginning of a time slat. Thus, the
wish 10 send. Thus, chances of collision and | chances of collision and time period of collision s

time period of collision is more. less,
i1i) | Throughput of pure aloha Throughput of slotted aloha
i § =Ge § =Ge™"
1
i) | Maximum throughput 1s when G = 102 Maximum throughput s when 6 = 1
I
[ S .., =0184 8 e =036Y
{iv ) | Pure aloha is less efficient than slotted aloha, | Efficiency of slotted aloha is higher than pure
aloha.
3
= 05t
A
o
23 0at
2 E
s @
S A3t
A :
w B ! Slotted alohs
5 02t : $ =G
< !
1 Pure alohy
o S=Ge ¥
1
S L]
' I )
0¥ 1 ¥ 3 4 5

i — Traftic measured as the average
number of frames generated'slol

). 6. (b) Measurements of a slotted aloha channel with an infinite number of user. Show that
10% of the slots are idle :

11y What is (" hannel Load?

{ii) What is Throughput?

{iii} Is the channel overloaded or underloaded.
Ans. [i) Channel Load ;

For a sloned aloha, P, =e

Py =10% =01
ﬂ.]———t‘_n
3= =0G=13 Ans.
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tii) Throughput : §=Ge™" =23 2023 Ans.

(iii} mince G is bevond L, the channel is overloaded

). 7. (a) Explain the distance vector routing with the help of an example. Also discuss thy
major problem encountered in distance vector : Count ta infinity problem. What is the protocol
using distance vector routing?

Aus, Distance Vector Routing : Here, the least cost route between any two nodes is the route with
menuigm distance. Intally, each node koows only the distance between wtsell and itd immedian
nejpithours, which are derectly connected to each other. Nodes prepare imitial table using e
mtormanon only and any entry that s o an immediate negehbour s marked as bty

After this cach node share its routing table with its osn neighbour and updaie the touting whle
F e routing table is updated only of the cost of itself and the cost added of neighbour's tabie 15 boin -
than cutreirt cost and then the value mnext column s also updated, corresponding to the chanped now
neizhbour’s name,

Al tuble 3= table
| To | Cost| Mext To | Cost | Mext
A i .- A 3 =
i s | — 8 1 |- |
M 2 C 4
1] ] o I J I :
E I T
s table U's table E's e
To | Cost | Next Ta | Cost | Next To | Cost! Newt |
& A po I N
It} ¥ 1] 4 - £} i ]
[ r [ (4] — c 4 C
D i - 0 x -- ! ] : : !
E f E 4 ; ] E i b B _:.

Now, C shares its routing table to A A now creates a new 1able changing only those rows mthe
routing 1able where the cost of A 1o that neighbour C. then cost of C to corresponding node 15 less than
the current values and put value in the next column of corresponding row as ©

Mo A skrines this table

A's pew table e D [ new table

To | Cost | Next To 1 Cost | Next |
A ] A 5 I i
— 1 i 5
B_ 1.5 | = | HENEN

C 3 | I c 51 A

] 3 | D 1l =

I E (& I C gl B
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The ronting 1ables are shared periodically every 3sec and also immedianedy of there s a clanps
any node's routing table.

Count to Infinity Problem :

X]2 EIFEY
Bt
I\.‘_;-'r'\';""'

Link from node X to node A fails then A updates its routing table and sends its routing table to B
and C. Bui the 1able reaches only B and is not able to reach © because i i lost in traffic

=]
4]
L]
i

XNl hixl=-

® W@
B

Sow . node O sends it routing table to B which s not updated and B is 1otally fooled. B thinks there
15 a path o X from (' and updates s table accordingly.

The process keeps on repeating and the loop starts when the cost in each node reaches infinity.

(). 7. (b} A computer on a 6-Mbps network is regulated by token buckel. Token bucket filled
at a rate of 1 Mbps. It is initially filled to a capacity with 8 megabits. How long can computer
transmit at the full &6 Mbps?

Ans. Gwven :  =Bucket capacity = 8Mb

m=Maximum output rate = 6 Mbps
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it = loken arnval rate = | Mbps
Y= Time for which maximum output is ebtained
c

e i

HE=
L L
t Mhbps - 1 Mbps

"
= Livat's Ans.

So. the computer can transmit at the full 6 Mbps for 1.6 sec. Ans.

Section—{D)

(). ¥. Write short note on the following :

(i) Svnchronous Optical Network (SONET)

(i} Asyvichronous Transfer Mode (ATM)

{iii} Frame Relay

Piv Quality ol Service

Ans, (i) Svochronous Optical Network (SONET) : SONET is a synchronous network wsing
sutdironous TDM muluplexmge, AN clocks in the system are locked to a master clock. SONET defines a
wivtichy ol clectneal signabing levels called synchronous transport sipnals (STSs) Each 8718 jeve!
varyig freaty S P50 o STS-192 support a certain data rate, specified i megabils por aceond, e
corresponding optical sienals are called optical carviers,

SODENT Devices ¢

(il STS Mubtiglexer/Demultiplexer @ These mark bectmmmye and emd pomts al 5050 | Link -

{ii} Regenerator : Extends cxtend the length of hinks.

{iii} Add/Drop Multiplexer : Thesc can add 515s co rung from dafferent sources o a given path
NTE B TG [T

Liv) Terminals @ It s a device using service of a SONET.

! H—s Hrzowrmor I Termenal
L 'ﬁ R R
8T8 D .D ADM

LR RN
]
Add Dvop
 ETT, 5 SRR ey BN T L £, TS, .l
Sechon Scetion Soction Section  Secton
+ 4
Lime Line
&
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(i) Asynchronous Transfer Mode (ATM) : ATM 15 the cell relay protovol desipned by A 1
forum and sdopted by ITU.T. The combination of ATM and SONET will ailow jugh specd
interconnection of all the world's network.

ATM 15 o cell switched nevwork. The user access devices, called the endpoims, are connected
through a user to network imtertface (UND) to the switches inside the work, The swilches are connecicd
through nerwork-1-network interfaces | NNIs).

N

11 Swch ) ; ;
\ Wil NN = Wni

—

Endpoants

Endpoints

Endpomts
Fig. Architecture of ATN networks

Connection between two endpoints 15 accomphished through vansmission paths [ TPs), virmaal
paths (VPs) and virtual circuits (VCs), A "TP" 1s the physical connection between an endpoint and a
switch or between two switches, A "VP" provides a connection or a set of connechons between fwn
switches. A "TP" 15 divided mto several "VP®. All cells belonging 10 a single messave follow same
virtual circut and remain an their original order until they reach their destination.

{iiiy Frame Relay : Frame relay is a virtual circuit wide-area-nerwork that was designed in
response to demands for a new type of WAN in the late 1980s and early 1990s. Frame relay operates at a
higher speed |.544 Mbps, This means that it can be easily used istead of'a mesh ot T-1 or T-3 lines I
vperates in just the physical and data link layers, Frame relay allows bursty data. Frame relay allows a
frame size of 9000 bytes, which can accommodate all local area network frame sizes. Frame relay 15 less

| Kauter .

T the rest
of imerne

Fig. Frame reiay network
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expensive than other wraditonal WANs, It has error Jetecuion at duta link layer only. There is no flow
contral or error control. There 12 not even a retransmission policy ifa frame is damaged: it is silently
dropped. Frame relay provides permanent virtual circuits and switched virtual cireuits.

(iv) Quality of Service : Quality of service 1s an internetworking issue that has been desizned op
the basis of Now characteristics. Traditionally. four charactenstics are atiributed to flow ¢

(i) Reliability : Relability s a charocteristic that a low needs. Lack of retiability means losme o
packet or acknowledpement. which entatls retransmission

(i) Delay @ Source-to-destination delay is another flow charactenistic. Again applicativns <o
wlerate delay in different degrees. In case. 1elephony. audio conferencing. video conterencing and
remote boe i need muemum delay. while delay in file transfer or c-mails s less important.

{iii) Jitter : Juter is the vanaton in delay for packets belonging to the same flow. High puer
micans the difference between delays is large, low jitter means the variauon s small.

{iv) Bandwidth : Difterent applications need different bandwidth. In video conferencing we nevd
to send millions of bits per second to refresh a colour screen while the total number of bits 1w an c-muil

* may not reach even a nulhon,

().9.{a) What are Firewalls? Why are these used? Explain Packet Filter Firewsll und Proxy
Firewall?

Ans. A frrewall s a device usually a router or a computer installed between the intermal nerwark of
an orgamzaron and the rest of internet, 1s designed to forward some packcti and filter (not to lrwand)
others. For example, a firewail may filter all incoming packets designed for a specific host or a specisiv
server such as HITTP. A firewall can be used to deny access toa specific host or a specilic service in the
R TR B -

Packet Filter Firewall : A Direwall can be used as a packet filter. 1t can forward or biock packets
based on the mformation in the network layer and transport layer headers @ source and destination jP
addresses. source and destination port addresses and type of protocol (TCP or UDP). A packet fifter
firewall 15 a router that uses a filtering table to decide which packets must be discarded i not forwarded)

Example :

T und
[revm elohal

PPacket filler
fircwall

intermet

Interface Sowrce [P Source port | Destination [P [Destinuion port
I P30, 340005 s . H M i
| : ' : 33 i
| * * L 18478208 »
2 . 80 | . .

(1) lncoming packets from 131.34.0.0 are blocked.

(1) Incoming packers destined for any internal TELNET server (port 23) are blocked.



