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B.E.
Sixth Semester Examination, Dec-2008

Networ king Programming (T-32E)

Mote @ Attempt any FAVE questions.

Q. 1. {a) Define computer network? List out varivus benefits of computer networking? How networking
is performed in daily nse? Explain with example.

Ans, Computer Network : The term "computer network”™ mean a collection of autonomous computers
mterconnected by a single technology. Two computers are said to be interconnected if they are able to
exchange information. The connection need not be via a copper wire; fiber optics, microwave, infrared &
commmunication satelliles can also be used. Networks come in many sizes, shapes & forms.

Various Benefits of Computer Networking : Many organisations have a large number of computers in
operation, These computers may be within the same building, campus, city or different cities. Even though the
computers are located in different locations, the organizations want to keep tracks of inventories, monitor
productivity, do the ordering & billing- ete. The computer networks are useful to the organizations in the
following ways

(il Resource sharing

(i}  Forproviding high reliability

(i) To save money

{iv) It can provide a powerful communication medium.

Networking Performed in Daily Use : Starting in 19905, the computer networks began to start delivering
sepvices o the private individual at home. The computer networks offer the following services to an individual
person :

. Access to remote information

2. Person to person communication

3. Imeractive enieriainment,

I. Aceess to Remote Information,: Access to remote information involves interaction between a person
& remote dmabase. Access to remote information comes in many forms like ;

Home shopping. paving telephone, electricity bills, e-banking, on the share market etc.

2. Person to Person Communication : Person to person communication includes the following :

Electronic-mail {e-mail), Real time e-mail, i.e., video conferencing allows remote users to communicate with
no delay by seeing & hearing each other,

3. Interactive Entertainment : Interactive entertainment includes : Multiperson real-time simulation games;
video on demand, participation in line T.V. programmes like quiz, contest, discussion, etc.

Q. 1. (b) Define Datagram? How it works? Explain format of the following datagram :

{t) 1P datagram

{ily UDPdatagram

Ans. Datagram : The analogy between a physical network & a TCP/IP internet is strong. On a physical

network, the unit of ransfer is a frame that contains a header & data, where the header gives information such
as the (physical) source & destination addresses. The internal calls its basic transfer unit an Intemet datagram,
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sometmes referred to as an [P datagram or merely a datagram. Like a rypical physical nervork frame, a datagram
& divided into header & data areas. Also like a frame, the datagram header contains the source & destination
addresses & a type field that identifies the contents of the diagram. The differences, of course, is that the
datagram header contains [P addresscs whereas the frame header contains physical addresses.

(i} Layout of IP Datagram : The below fizure shows the layour of IP datagram :

0 4 . T T T 31
VERS HILEN SERVICE TYPE TOTAL LENGTH
IDENTIFICATION FLAGS | FRAGMENT OFFSET
> FIME TO LIVE PROTOCOL HEADER CHECKS UM

SOURCE IP ADRDDRESS

DESTINATION [P ADDRESS

IPOPTIONS {IF ANY) PADDING

DATA

L B

L. 4-bit field in a datagram (VERS) contains the version of the IP protocol that was used to create the

datagram, ;

ITheader length field (HLEN), also 4-bits, gives the datagram header length measured in 32-bit words.

1 All fields in the header have fixed length except for the I[P OPTIONS & corresponding PADDING
fields.

4. The TOTAL LENGTH field gives the length of the IP datagram measured in octets, including oetets
in the header & data, The total length field in 16 bits long, the maximum possible size of an IP

[

datagrams is 2'% or 65,535 octets.
(i} Layout of UDP Datagram : The below figure shows the layout of UDP datagram :

Source Destination
Port Port
Checksum Length
Data

b e R |
[

The UDP header, port addressing is the primary function of UDP. The header is mostly port-addressing

/
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Felds. A chocksum is used to detect corrupted packets. I an application requires more reliable service that this,
TCP or supplemental protocols must be used,

Phe endpuint of a connection is called u socket, It consists of a host's IP address & a port number,
Pheretore, a socket identimies a specifie application running on a specific computer & is the end point of a
LI pECTiIaln.

€. 2. {a) What is MCMP? How it works? What is its purpose? Explain advantages and disadvantages ol
womMee?

Ans, Internet Control Message Protocol (ICMP) :To allow routers in an intemet o report errors or
privide informatien about unexpected circumstances the designers added a special purpose message mecha-
nisin o the TCPAP prowcols. The mechanism, known as the Internet Control Message Protocol (ICMP), s
considered a requized part of 1P & must be included in every IP implementation,

Like all oier reaffic, ICMP messages travel across the internet in the data portion of [P datagrams. The
ultimate destination of an ICMP message is not an application program or user on the destination machine,
hews sver, but the Internet Protocol sofiware on that machine. That is, when an ICMP error message arrives, the
ICMP software, module handles it If ICMP determines that a particular higher-level protocol or application
prozram has caused a problem, it will inform the appropriate module.

ICMP is an error reporting mechanism. 1t provides a way for routers that encouniers an error (o report the
error 10 the original source, Although the pretocol specification outlines intended uses of ICMP  suggests
possible actions 1o take i response (o error reports. ICMP does not fully specify the action to be taken for each
possibie error

Muost errors stem from the original source, but others do not. Because ICMP reports problems to the
original source, however, it cannot be used to inform intermediate routers about problems. For cxample, sup-

pose a datagram follows o path through a sequence ol routers, K, Ry s If R4 has mcorrect routing
information & mistakenly routes the datagram to router R . R cannot use ICMP to repori the error back to
router R, ICMP canonly send a report back to the original source. The ori ginal source has no responsibility

“for the problem or control over the misbehaving routers, lnfact, the source may not be able o determine which
router caused the problem.

A datagram only contains fields that specify the original source & the ultimate destination, it does not
contan a complete record of its trip through the internet. Furthermore, because routers can establish & change
their own rowting tables, there is no zlobal knowledze of routes. Thus, when a datagram reaches a given router,
it is impossible 1o know the path it has token to arrive there, If the router detects a problem, it cannot know the
sel of intermediate machines that processed the datagram, so it cannot inform them of the problem. Instead of
silently discarding the datagram, the router uses ICMP 1o infurm the original source that a problem has
occurréd, & trusts that host administrators will cooperate with network administrators 1o locate & repair the
problem.

). 2. (b) What is Socket? Draw structure of Socket? Where Socket are used? Explain with example.

Ans. Socket : Sockets are mechanism that allows programs to communicate either on the same machine or
acToss @ network.

Muost socket functions require a pointer to a socket address structure as an argument. Each supported
protocol suite defines its own socket address structure, The names of these structure begin with sockaddr &
end with a unique suffix for each protocol suite.

An IPV4 socket address structure, commaonly called an "Internet socket address structure,” is named
sockaddr in and is defined by including the <netinet/in.h> header, The below shows the POSIX definition

/


http://studentsuvidha.in/forum

downloaded from http://studentsuvidha.in/

Struct in_addr {

in_addr 1 5 addr; /* 32-bit 1PV Y address */
/* network byte ordered */
f
strioet sockaddr in |
init 8 tsin_len; *length of structure (16) */
sa_family_tsin_family, /* AF_INET %/
m-port_t sin_port, /* 16-bit TCP or UDP port number */
/* network byte ordzred */
Lstruct in_addr sin_addr, /*32-bit IPV4 address */
/* network byte ordered */
charsin_zero [8]; /* unused*/

H

The socket functions that pass a socket address structure from they process to the kernel, bind, connect,
send to, & sending, all go through the sockarge function in a Berkeley-derived implementation. This function
copies the socket address structure from the process & explicitly sets its sin_less member to the size of the
structure that was passed as an argument to these funtions. The socket functions that pass a socket address
structure from the kernel to the process. accept, recuform, recumsg, getpername, & get socknames, all set the
sin_len membet before returning to the process.

0. 3, What is Broadcasting? Where Broadcasting is used and how? How broadcasting is performed in
mobile networks? List out various advantages and disadvantages of Broadcasting.

Ans. Broadeasting : Process by which a message is sent from a single host to all hosts on the network,
without regard 1o the kind of data being sent or the destination of the data.

Usage of Broadeasting : Traditionally, broadcasting has not been a part of universal access and service
(VAS), but is now regarded as part of ICTs. in paniicular as underlying technology and delivery mechanism
between telecommunications and broadcasting are converging. First models 6f how to include broadcasting in
VAS policies are explored. ;

Interestingly, there are fewer radio and television than telephony subscriptions in many regions of the
world. In some cases this is due to the fact that free-to-air radio and TV does not require subscriptions, and the
number of actual radio and TV users is much higher than subscription numbers imply. These numbers might
increase a5 people take up phones that alse support mobile radio or television services. The number of radios
is higher than the number of televisions by a factor of two in many regions of the world, and the number of
televisions is much higher than the number of personal computers in regions made up of developing countries.
While broadeasting has beenavailable for much longer time than the Internet figures for usage of broadeasting
are not always comparable between countries because in many countries the number of radios relate only to
stand alone radios and the number of subscribers may not accountfully for free-to-air users. '

Broadcasting in Mobile Network : In mobile network the broadcast control channel is a continuous
stream of output, from the base station containing the base station's identity and the channel status, All mobile
stations monitor their signal strength to see when they have moved into a new cell. The dedicated control
channel is used for location updating, registration and call setup. In particular, each base station maintains a
database of mobile stations currently under its jurisdiction. Information needed to maintain this database is
sent on the dedicated control channel.
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Finally, there is a common control channel which is split up imo three logical subchannels. The first of
these subchannels is the paging channel, which the base station uses to announce incoming calls. Each mobile
station monitors it continuously to watch for calls it should answer, The second is the random access channel,
which allows users to request a slot on the dedicated control channel. IF two requests colloide, they ars parbled
and have to be retried later, Using the dedicated control channel slot, the station can set up a call. The assigned
slot is announced on the third subchannel, the access grant channel.

Advantages of broadcasting :

1. Help to Know MAC Address : Broadcasting helps 1o know the MAC address of a system by sending
a packet to its 1P address, which returns its MAC address.

2. Faster Message Delivery : |f same message is to be sent (o all the users in the network then broadeast-
ing is the best method for the this purpose.

Diszdvantages of Broadeasting :
1. Wastage of Bandwidth : Broadcasting results in wastage of bandwidth,

2. Flooding : Broadcasting also results in network floading ie.. the network is full of frames that may not
be processed.

3. Congestion : Broadcasting also results in network congestion,

Q. 4. Explain the lollowing Socket functions with example :

(iy 1/ function {ii) Select function

(iii} Poll function.

How echo services are handled in TCP and UDP? Explain.

Ans. YO Functions : /O function is typically used in networking applications in the following
SCEnArious !

When a client is handling multiple descriptors, VO function should be used.

It is possible, bul rare, for a client to handle multiple sockets at the same time,

I'a TCP server handles both a listening socket & its connected sockets, /O function is normally used.

If a server handles both TCP & UDP, 1O function is normally used.

It a server handles multiple services & perhaps multiple protocols, I/0 function is normally used.

170 function is not limited to network programming. Many non-trivial applications find a necd for these
techniques,

Types of O functions :
1. Blocking 10, 2 Mon-blocking 1/0,
3. IO function {select & poll). 4. Single driven L'O(SIGIO).

5 Asynchronous 10 (the POSIX aio_functions),

(ii) Select Function : This function allows the process to instruet the kernel to wait for any one of multiple
events (o occur & to wake up the process only when one or more of thess events occurs or when a specified
amount of time has passed,

That is, we tell the kerrel what descriptors we are interested in & how long to wait. The deseriptors in
which we are interested are nol restrictzd to sockets; any description can be tested using select.

* Include < sys'selecth=
*  Include <sys'time.h>
int select (int) maxfdpl, fd_set*readset, fd_set * writes ct, fd_set * exceptset ,
/
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const strut timeval *timeout):

Rerurns: positive count of ready descriptors, O on timeout, -1 on error.
A timeval structure specifies the number of second & microseconds,
struct tiemval |

lomg tv-suc, /¥ seconds ¥/
lozn tv-user; Hmicroseconds */
B

There are three possibilities :
1. Wait Forever : Return only when one of the specified descriptors in ready for 1/O. For this, we specify
the timeout argument as 4 null pointer,

2, Wait up to a Fixed Amount of Time : Return when one of the specified descripiors is ready for /O, but
do not wait beyond the pumber of seconds & microsevonds specified in the timeval structure pointed to by the
Limcout EI.I'EI.IITI:IH.

3. Do not Wait at All : Return immediately after checking the descriptors. This is called palling. To specifv
this. the time out arcument must point to a timeval strocture & the timer value must be O.

(iii) Pool Function : The poll tfunction originated with SVR3 & was originally limited 1o STREAMS
devices, SVR4 removed this imitation, allowing poll to work with any descriptor. Poll provides functionality
that s similar to select, but poll provides additional information when dealing with STREAMS devices.

#inelude <poll.he
int poli-{stroct pollid —tdarray, unsighed long nids, int timeout);

Retwrns @ count of ready descriptions, 0 ontimeout, - lon error,

The first argument is a pointer to the first element of an array of structures, Each clement of the array is a
pollfd structure that specifics the conditions to be tested for a given descriptors, fd,

The conditions to be tested are specified by the events member & the function returns the status for that

descriptor in the corresponding revents number. The constants used to specify the events fag & to test the
covents flag against.

Constant Input to Results from Description

events? revenis?
POLLIN . . Normal on priority band data can be read
POLLRDNORM . . Mormal data can be read
POLLRDBAND . . Priority band data can be read
POLLPRIL . s High-priority data can be read
POLLOUT . . Mormal data can be written
POLLWRNORM . . MNormal data can be written
POLLWRBAND . . Priority band data can be written
POLLERR . Error has occurred
POLLHUP » Error has occured
POLLNWVAL . Descriptor is not an open file



http://studentsuvidha.in/forum

downloaded from http://studentsuvidha.in/

Fcho Seevices Handled in TCP & UDY @ Anecho server performs the following steps
I The client reads o line of text from s standard mpot & writes the line to the server.
2 The server reads the lme from its network input & cchoes the Hoe Back to the clien
3 The client reads the echoad hne prints it on its stamdand output,

[ he belowe Bzure depmets this sinple client serves alomg with the functions used for input & owput,

Tels
S % Stk
Wiiltes Road
o il
i ; ice

B e — SOV

stdont 1 Readhre Written |
HUHE

W b et e bween chions & server, but the s really one Tull-duples TOP commection. The feis
Xrpte Tursctioms are Trom e standard 003 Hityars & gl writien and readline functions,

W b e el devetop on cnen oplementoton of anecho server, most FOPAR implementations such a

oo Both TOP! & TP W sl alsg i s servers wtleoar owe chient,

LU Bcha Serven :

L Crrate Socket, Band Server's Well-hnown Port @ A TOU sockot s ocatad, Ap Internet socket address
date e e Nlled i with waldeard address & the servers el known port,

2 Wit for Client Connection to Complede : The server locks mthe call ie aceept, waiting for a cliem

e on T conplety

A Read a Bullfer & Echo the Buller @ Beaoreads data from the socket & the line 15 echoed back 1o the
Tt B wiien

4. Create Socket, Fill in Interoet Socket Adideess Strociare @ A TP socket is created & an Internet
sowhoet sdideess steactore s Billed inowith the seveds B address & poct nimber,

S Conneet to Server : Conmect establishes B conneotion with the server.

O, Read o Line, Write to Server © Feets resds o bine of et & written sends the line to the server.

. Read Echoed Line from Server, Write to Standard Ourput : Readline reads the line echued back from
i sorver & fputs wiites 1t W standard output.

- & Return 1o Main @ The loop termmates whien f2ets rems a nall peimer, which eccurs when it encoun-
fers cithor an cid-of -fle (ECFY oran grror,

0.5 What isscrver? How it works? How servers are different from TCP/IP client server? Explain in
Bricl varions iterative and concurrent servers.

A, Server @ A computer o software pock oo, ot provades a speciiic kind of service w cliem sofiware
e on other computers, he term can refer toa pasticolar piece of software, such as a WWW server, or to
e aching on which the sofhware is running e, "Our mail server is down today, that's why e-mail isnt
aetimy ont " A single server machine con have several ditferent server soflwore packages running on it, thus
preending many different servers o client on the network. Sometimes server software is designed so tha
son homal capabibibies cin be added to the mam program by adding small programs known as servlets,
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The client-server paradigm uses the direction of iniliation 1o categorize whether a program is .« clier tor
server, In general, an application 1hat initiates pecr-1o-pect communication is called a client. End users . .ually
invpke client software when they use a network service, Most client sofiware consisis of conventional appli-
cation programs, Each tme a cliem application executes, it comtacts a server, sends 2 request & a waits a
response. When the response arrives, the chient continues processing, clients are often easier to build than
servers & usually requice no special system privileges to operate,

By comparison, a server is any program that waits for incoming communication request from a client. The
server receives a client s reqest, performs the necessary computation & returns the result to the client.

(he terms concurrent server refers to a server that handles multiple request at one time, not 1o the
vanderlying implementatian uses multiple con-current process. In general, con-current servers are more difficuli
o desizn & build & the resulting code is more complex & difficult to modify,

[l term dnteractive server refers 1o a server that process one request at a timz. lterative servers cause
unnccessary delays in distributed applications & can become a performance bottleneck that alfects many
clicnt applications,

"lerative server implementation which are 2asier to build & understand, may result in poor performance
becawse they make clients wait for services. In contrast, concurrent server implementations, which are more
difficult to desizn & build. yield better performance.”

(). 6. (a) Explain RPC with its models? How RPC ol clicnt and server is different in terms of analogy?

Ans. A Conceptual Model : The remote procedure call model draws heavily from the procedure call
mechanism found in conventional programming languazes. Procedures offer a powerful abstraction thot allows
programmers o divide programs into small, manageable, casilv-understood pieces. Procedures arc especially
useful because they have a straight-forward implementation that provides a conceptual model of program
execution, The below fizure illustrates the concept -

Main

Prm:r_;
Proc pm,.:d
¥ I
Proc e
Procs z Frocy |

An Extension of the Procedural Mode! : The remcte procedure call model uses the same procedural
abstraction as or conventional program, but allows a procedure call to span the boundary hetween two
computers. The below figure shows how the remote procedure call paradigm can be used to divide a program
mto two pieces that each execute on a separate computer. OF course, a conventional procedure call ennnol pass
from one computer to anuther. Before a program can use remote procedure calls, it must be augnmented with
protocol sofiware that allows it do communicate with the remote procedure.
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Computer | Compuier 2
wain e
/ - / \ e, = ——
Prog | Procs Frocy N Procy
g \ / \\
Procs Piucg, Proc 4 Proc 8

I'he anslogy between remote procedure call & crient-server interaction does not explain all the details. For
example. we know that a conventional procedure remains completely inactive until the flow of control passes to
it I contrast, a server process must exist in the remote sysiem & be waiting to compute a response before 1;
receives the first regquest from a elient. Further diltferences arise in the way data {lows to & remote procedure
comventional procedures usually accept a fow aranments & return only a few resulis. However, a server can
accept or return arbitrary of data,

Adthough it would he ideal if local & remole procedure calls behaved identically, several practical con-
stiaints prevent it First, network delays can make a remuote procedure call several orders of magnitude more
espensive than a conventicnal procedure call. Second, because the called procedure operates in the same
whdress space as the ealling procedure, conventional progrars can pass poinfers as arpuments. A remote
procedure call cannol Bave pointers as arguments becavse the remote procedure operates in 2 completely
delfevent address space than the ealler. Thrad, because a remote procedure does not share the callers environ-
mwent, it does not have direct access to the caller's VO desertplors or operating svstem functions, For example,
a remote procedure cannol write error messages duectly to the catler's standard error file,

(). 6. (b} Explain, how Idyvnamic port mapping perfornied in RPC.
Ans,

RPC
Port
mapper
(Server

RPC program regisiers
its (Program, poit) pair

[
Sucket for port Socket for well-known
eurrently used by port at which the

this RI"C program port mapper listens
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T salve the port identitication problem, a chient must be able to map from an RPC program numt er & ¢
machine address to the protocol port that the server obtained on the destination machine when it starten. Tae
mrappene mst e dynamie because i can change if the machine reboots on ifthe RPC program starts execution
REALT '

To allow clients to comact remete progeams, the sun RPC mechanism includes a dynamie mapping
service. Dach machie thor cflers an RPC program maintains a database of port mappings & provides a
mcchami=n that allows 8 catler woomap LLPC program nuimbers 1o protocol ports called the RI'C port mapper or
sowmetimes st ply the port oagpgee, the RPC pord mugping, mechanism uses a sevver to maintain a small database
vt eaw i maghing. The below froare shows that the port mappe: opeérates as a separate server process :

€). 7. What is internet”? How internet addresses are classified? How these address are resoluted?
Fxphain.

Ans, loternet : An Internet is ¢ network of networks, which consists of millions of computers connected
with cach other all over the world.

Internet Addresses (1P) address are classified as |

L. Classtul Addresses : Each host on the internet is-assigned a 32-bit integer address called its internet
address or [P address. Each address s a par (netid, hostid) where network is identified by nelid and hostid
identities o host on that network. Each T address had one ofthe three forms 1.2, Class A, B or C.

0. _ 8 31
Cliss A ] ietid hostid
(} Ly 31
Class v 1 \ 0 pretid -\ hostid
24 31
Class ¢ | L ! netid Tvorsticd
0 3
Class D ! i H ! multicast address
Y 3
Class I | 1 | | Reserved for futyre use

2. Classless Addressing : The classless scherme colled CIDRE {Classless Inter-Domain Routing} was
implemented in the early 199035 o help overcome an impending address shortage. Oiganizations were sup-
posed 1o return their class-bascd addresses 1o the address pool and receive a continpuous sct of classless
sddresses is return, This wasn't entirely successful since many organizations were pot willing to give up their
address assignments, especially since it meant renumbering imfernal networks,
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They are two ways to resolver the addresses :

I. Resolution Through Direct Mapping : This solution is used for proNET token ring network. In proNET
administrator assigns |P addresses with the hostid portion equal to 1, 2, 3 & so on and while installing network
interface hardware, selects & physical address that corresponds 1o the IP address. Conceprually. choosing a
numbering scheme that makes address resolution efficient means selecting a furction ' that maps IP addresses

10 physical addresses. Resolving IP address | A means computing :

[ Pa =1(1a) ]

Here computation of 'T must be efficient,

2. Resolution Through Dynamic Binding : This solution is used for Ethernet technology. In this solution
it low level protocal termed as ARP { Address Resolution Protocol} is used to bind address dynamically, The
ARP protocol provides a mechanism that is both efficient and easy to maintain.

). 8. Explain the following :

(i) Routing Sockets (i) RARP

(tii} RPC Transmission {iv) Address Conversions,

Ans. (i) Routing Sochets : Routing sockets are created with domain AF_ROUTE and type SOCK_RAW.
This type of socket is used with the following system calls ; socket( ), close{ ), write( ), and setsockopt( ). A
routing socket is a special type of socket that is not specific to any particular network protocol, but allows
"privileged” user processes to write information into the kernel. User processes use this type of socket to add
& remove information from the routing table. This is done by filling in the rt_msghdr structure & passing it to
wrilel ) The it mseludr strugture is defined in $I'E}1Milwll.u:luu"mute_h.

The fullowing values of he tm_type Diedd of the it_msghdr structure are supported
*RTM_ADD : Add an coiry to the routing table;
*RTM DELETE : Delete an entry from the rowting table;

*RTM_CHANGE : Change an entry in the roating table. The implementation of this command is equiva-
lent w performing an RTM_DELETE followed by an KIM_ADD.

These constants are defined in $PDI inc ludefroute. .

1o look up a route within the kernel, call rt_lookup dest{ ). This function will return the address of the
gateway to which a packet with the given destination address should be sent. It also returns the index of the
intertiuce over which the packet should be sent, Note that the cucrent implementation of the simulator supports
only host rowtes, there is ne support for network masks or prelix matching. 1Fthere is no host route available in
the routing table, the function returns the default gateway. The default gateway route is defined as a route that
as a destination address of 0.0.0.0. I can be inserted into the routing table in the same way as host routes.

(it} Reverse Address Resolution Protocol (RARP) : The TCP/IP protocol that allows a computear to obtain
its 1P address rom a server is known as the Reverse Address Resolution Protocol,

Like an ARP msg, a RARP msg; is sent from one machine to another =ncapsulated in the data portion of
anetwork frame. The frame type contains the value go35;, to identity the contents of the frame as a RARP
msg. The data poriion of the frame contains the 28- Octet RARP msg.

The sender broadcasts a RARP request that specifies itself as both the sender & target machine &
supplies its physical network address in the target hardware address field. All computers on the network
.
P "
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receive the request, but only those authorized to supply the RARP service process the request & send a reply,
such computers are known as RARP servers.

T k! :

A B C D

k

)

A B C D

Servers answer requests by filling in the target protocol address field, changing the msg type from
reguest to reply & sending the reply back directly to the machine making the request. The original machine
receives replies from all RARP servers, even though only that first as necded,

(iii} RPC Transmission ;

RPC Transmission ; Client S:[w: ;
; . ien
Client machine . /stub I\ Server Machine
k]

Unpack | _Call

Parameters \
Pack Server
resulre ﬂmm

Remote procedure call occurs in the following steps

The client procedure calls the client stub in the normal way.
The client stub builds a message & traps to the kemel.

The kernel sends the message to the remote kemel.

The remote kernel gives the message to the seiver stub.
The server stub unpacks the parameters & calls the server.
The server does the work & returns the result (o the stub.
The server stub packs it in a message & traps to the kernel.
The remote kemnel sends the message to the clients kemel.

-

P ST S
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9, The clients kernel gives the message to the client stub.

10, The stub unpacks the result & returns to the client.

{iv) Address Conversions : The DNS is used primarily to map between host names & IP address. A
hostnarne can be either a simplename, such as salaries or feedsd, on a fully qualified domain name (FQDN),
such as salaries. unpbook.com.

Entries in the DNS are known as resource records (RRs). There are only a few types of RRs that we are
interested in,

A : An A record maps a hostname into a 32-bit IPV4 address. For example, here are the four DNS records
for the host frechsd-in the unpbook.com domain.

AAAA 1 A AAAA record, called a "quad A" record, maps a hostname into a 128-bit IPV6 address. The
terin "guad A" was chosen because a 128-bit address is four times larger than a 32-bit address,

PTR : PTR records map IP addresses into hostnames. For an IPV4 address, the 4 bytes of the 32-bit
address are reversed, each byte is converted 1o its decimal ASCII value (0-255), & in-addr. arpa is then
appended. The resulting string is used in the PTR query.

MX : An MX record specifies a host to act as a "mail exchanger” for the specified host. In the example for
the host frecbsd above, two MX records are provided. The first has a preference value of 5 & the second has
a preference value of 10, Wher. multiple MX records exist. they are used in order of preference, starting with the
smallest value,

CNAME : CHAME stands for "canonical name.” A coinmon use is to assign CNAME records for common
services, such as fip & www, If people use these service names instead of the actual hostnames, it is transpar-
cnt when a service is moved to another host,
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